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ÅFINRA Enforcement Actions

Å AML related cases resulted in the most fines for 2020

Å Interactive Brokers case

Å $15 million fine for widespread failures in their AML program

Å Score Priority Corp. case

Å $250,000 fine for not tailoring its AML program to reasonably monitor for and report suspicious activity

Å2021 FINRA and SEC Examination Priorities

Å Customer Identification Program (CIP)

Å Transaction Monitoring

Å Training Program

Anti-Money Laundering Enforcement Actions and Exam Priorities



Cybersecurity 
Landscape

Increasing regulatory attention

Growing threats to data security

Technical threats grow more 

sophisticated



ÅBusiness email compromise (BEC)τalso known as email account compromise (EAC)τis one of the most financially 
damaging online crimes. It exploits the fact that so many of us rely on email to conduct businessτboth personal and 
professional.

Å It is a common fraud scheme in which a criminal uses email to impersonate a customer or employee for fraudulent 
purposes.

ÅFraudsters use compromised email accounts, in conjunction with social engineering tactics, to initiate an unauthorized 
transfer of funds.

ÅSmall-to-medium sized businesses are especially vulnerable.

What Is Business Email Compromise (BAC)/Email Account Compromise 
(EAC)?



ÅBusiness email compromise and email account compromise was the #1 cybercrime reported to the FBI in 2020, in terms 
of money loss.

Email Compromise Has Resulted in Large Financial Losses
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ÅEnable multi-factor authentication for all email accounts.

ÅVerify payment and purchase requests in person if possible or by calling the person to make sure it is legitimate. You 
should verify any change in account number or payment procedures with the person making the request.

ÅKeep your systems and software up-to-date (Windows updates).

ÅAlways have current/updated anti-virus running.

ÅUse a password with a minimum of 8 characters that include upper- and lower-case letters, numbers, and symbols. 
5ƻƴΩǘ ƛƴŎƭǳŘŜ ǇŜǊǎƻƴŀƭ ƛƴŦƻǊƳŀǘƛƻƴ ƭƛƪŜ ǇŜǘ ƴŀƳŜǎΣ ōƛǊǘƘŘŀȅǎΣ ŜǘŎΦ

Recommendations for End Users



Å If you or your customers discover any unauthorized payments, contact your financial institution immediately.

ÅReport any attempted or actual fraudulent financial transfers to informationsecurity@kovacksecurities.com

Åhttps://www.fbi.gov/scams-and-safety/common-scams-and-crimes

Åhttps://reportfraud.ftc.gov/#/

What To Do if  You Are a Victim

mailto:informationsecurity@kovacksecurities.com
https://www.fbi.gov/scams-and-safety/common-scams-and-crimes
https://reportfraud.ftc.gov/#/


ÅCriminals may pose as a security, customer, or technical support representative offering to resolve such issues as a 
compromised email or bank account, a virus on a computer, or to assist with a software license renewal. Some recent 
complaints involve criminals posing as technical support representatives for GPS, printer, or cable companies, or 
support for virtual currency exchanges.

ÅThe losses amounted to over $146 million, which represents a 171 percent increase in losses from 2019.

ÅThe majority of victims, at least 66 percent, report to be over 60 years of age, and experience at least 84 percent of the 
losses (over $116 million).

Tech Support Fraud



Å Remember that legitimate customer, security, or tech support companies will not initiate unsolicited contact with individuals.

Å Install ad-blocking software that eliminates or reduces pop-ups and malvertising(online advertising to spread malware).

Å .Ŝ Ŏŀǳǘƛƻǳǎ ƻŦ ŎǳǎǘƻƳŜǊ ǎǳǇǇƻǊǘ ƴǳƳōŜǊǎ ƻōǘŀƛƴŜŘ Ǿƛŀ ƻǇŜƴ ǎƻǳǊŎŜ ǎŜŀǊŎƘƛƴƎΦ tƘƻƴŜ ƴǳƳōŜǊǎ ƭƛǎǘŜŘ ƛƴ ŀ άǎǇƻƴǎƻǊŜŘέ ǊŜǎǳƭǘǎ ǎŜŎtion 
are likely boosted as a result of Search Engine Advertising.

Å Recognize fraudulent attempts and cease all communication with the criminal.

Å Resist the pressure to act quickly. Criminals will urge the victim to act fast to protect their device. The criminals create a sense of 
urgency to produce fear and lure the victim into immediate action.

Å Do not give unknown, unverified persons remote access to devices or accounts.

Å Ensure all computer anti-virus, security, and malware protection is up to date. Some victims report their anti-virus software provided 
warnings prior to attempt.

Suggestions for Protection



Å Be careful with what information you share online or on social media. By openly sharing things like pet names, schools you attended, 
links to family members, and your birthday, you can give a scammer all the information they need to guess your password or answer 
your security questions.

Å 5ƻƴΩǘ ŎƭƛŎƪ ƻƴ ŀƴȅǘƘƛƴƎ ƛƴ ŀƴ ǳƴǎƻƭƛŎƛǘŜŘ ŜƳŀƛƭ ƻǊ ǘŜȄǘ ƳŜǎǎŀƎŜ ŀǎƪƛƴƎ ȅƻǳ ǘƻ ǳǇŘŀǘŜ ƻǊ ǾŜǊƛŦȅ ŀŎŎƻǳƴǘ ƛƴŦƻǊƳŀǘƛƻƴΦ [ƻƻƪ ǳǇ ǘhe 
ŎƻƳǇŀƴȅΩǎ ǇƘƻƴŜ ƴǳƳōŜǊ ƻƴ ȅƻǳǊ ƻǿƴ όŘƻƴΩǘ ǳǎŜ ǘƘŜ ƻƴŜ ŀ ǇƻǘŜƴǘƛŀƭ ǎŎŀƳƳŜǊ ƛǎ ǇǊƻǾƛŘƛƴƎύΣ ŀƴŘ Ŏŀƭƭ ǘƘŜ ŎƻƳǇŀƴȅ ǘƻ ŀǎƪ ƛŦ ǘƘŜ Ǌequest 
is legitimate.

Å Carefully examine the email address, URL, and spelling used in any correspondence. Scammers use slight differences to trick your eye 
and gain your trust.

Å Be careful what you download. Never open an email attachment from someone you don't know, and be wary of email attachments 
forwarded to you.

Å Set up two-factor (or multi-factor) authentication on any account that allows it, and never disable it.

Å Be especially wary if the requestor is pressing you to act quickly.

How To Protect Yourself and Customers



hƴ WǳƴŜ сΣ нлмфΣ ǘƘŜ {9/ ŀŘƻǇǘŜŘ wŜƎǳƭŀǘƛƻƴ .Ŝǎǘ LƴǘŜǊŜǎǘ όάwŜƎ .LέύΦ wŜƎ .L ŜǎǘŀōƭƛǎƘŜǎ ŀ ƴŜǿ ά.Ŝǎǘ LƴǘŜǊŜǎǘέ ǎǘŀƴŘŀǊŘ ŀƴŘ ŀpplies to recommendations of 
any securities transaction (or investment strategy), including account recommendations, to natural persons. Reg BI requires that when making a 
recommendation to a retail customer, we must act in the best interest of the retail customer at the time the recommendation is made, without placing our 
ŦƛƴŀƴŎƛŀƭ ƻǊ ƻǘƘŜǊ ƛƴǘŜǊŜǎǘ ŀƘŜŀŘ ƻŦ ǘƘŜ ǊŜǘŀƛƭ ŎǳǎǘƻƳŜǊΩǎ ƛƴǘŜǊŜǎǘǎΦ
Reg BI involves a general obligation to act in the best interest of clients. The general obligation is satisfied by complyingwith the four component obligations 
specified in the rule as described below.

1. Disclosure Obligation ςRequires that we provide disclosure before or at the time of the recommendation about the recommendation and the 
relationship between us and our customer. This is achieved by way of the Customer Relationship Summary form(CRS).

2. Care Obligation ςRequires that we exercise reasonable diligence, care, and skill in making a recommendation.

3. Conflict of Interest Obligation ςRequires that we establish, maintain, and enforce written policies and procedures that are reasonably designed to 
address conflicts of interest. 

4. Compliance Obligation ςRequires that we establish, maintain, and enforce written policies and procedures reasonably designed to achieve compliance 
with Reg BI. 

¢ƘŜ /w{ ŘŜƭƛǾŜǊȅ ǊŜǉǳƛǊŜƳŜƴǘ Ŧŀƭƭǎ ǳƴŘŜǊ ǘƘŜ 5ƛǎŎƭƻǎǳǊŜ hōƭƛƎŀǘƛƻƴΦ ! ŎƻǇȅ ƻŦ ǘƘŜ CƛǊƳΩǎ п ǇŀƎŜ /w{ ƛǎ ŀǾŀƛƭŀōƭŜ ƻƴ Lƴ ¢ƻǳŎƘΣDocuPaceas well as through 
YƻǾŀŎƪΩǎpublic website.

Delivery is achieved utilizing the Docupace Tracker BI System.

Reg BI Form CRS Delivery Requirements



Beginning July 1, 2020, all financial representatives have been required to use the Tracker BI system for documenting the delivery of Form 
CRS. The system can also be used to deliver Form CRS. Form CRS can be delivered in three ways: 

A. Delivered by the financial representative. If this option is chosen the financial representative must enter the details of the delivery in 
the Tracker BI System. 

B. Mailed by the Tracker BI System. 

C. Emailed by the Tracker BI System. 

The Tracker BI System will walk RRs through all the required information for the recommendation. Specifically, the following information is 
required: 

Å Client/prospect information 
Å Date of the recommendation 
Å Specific recommendations(s) made, therefore, its critical that you specify all of the recommendations in which you made.
Å Delivery Method of Form CRS

Tracker BI Delivery of Form CRS



Rule 2210 ƎƻǾŜǊƴǎ ǘƘǊŜŜ ŎŀǘŜƎƻǊƛŜǎ ƻŦ άŎƻƳƳǳƴƛŎŀǘƛƻƴǎέ ōȅ CLbw! ƳŜƳōŜǊ ŦƛǊƳǎΥ
Å Institutional communications; 
Å Retail communications; and 
Å Correspondence

The rule sets forth requirements relating to approval, review and recordkeeping of communications; filing requirements and review 
procedures; and content standards.

ά/ƻǊǊŜǎǇƻƴŘŜƴŎŜϦ means any written (including electronic) communication that is distributed or made available to 25 or fewer retail 
investors within any 30 calendar-day period.

Approval, Review and Recordkeeping

Retail Communications(A) An appropriately qualified registered principal of the member must approve each retail communication before 
the earlier of its use or filing with FINRA's Advertising Regulation Department ("Department").

FINRA Rule 2210 & SEC Advertising Rule Updates



Å Recordkeeping(A) Members must maintain all retail communications and institutional communications for the retention period 
required by SEA Rule 17a-4(b) and in a format and media that comply with SEA Rule 17a-4. (WORM). The records must include: 
Å Content Standards
Å General Standards(A) All member communications must be based on principles of fair dealing and good faith, must be fair and 

balanced, and must provide a sound basis for evaluating the facts in regard to any particular security or type of security, industry, or 
service. No member may omit any material fact or qualification if the omission, in light of the context of the material presented, 
would cause the communications to be misleading.

FINRA Rule 2210 Continued



¢ƘŜ ŦƻƭƭƻǿƛƴƎ ƛǎ ŀ ƎŜƴŜǊŀƭ ƻǾŜǊǾƛŜǿ ƻŦ ǾŀǊƛƻǳǎ ŦƻǊƳǎ ƻŦ ŎƻƳƳǳƴƛŎŀǘƛƻƴǎ ǿƛǘƘ ǘƘŜ ǇǳōƭƛŎ ŀƴŘ ǘƘŜ ŦƛǊƳΩǎ ŀǇǇƭƛŎŀǘƛƻƴ ƻŦ ǘƘŜ ǊǳƭŜ2210 as 
ǎǘŀǘŜŘ ƛƴ ƻǳǊ ²{tΩǎΦ tƭŜŀǎŜ ǊŜŦŜǊ ǘƻ ǘƘŜ YƻǾŀŎƪ wŜǘŀƛƭ /ƻƳƳǳƴƛŎŀǘƛƻƴǎ aŀƴǳŀƭ ŦƻǊ ŘŜǘŀƛƭŜŘ ƛƴŦƻǊƳŀǘƛƻƴΦ
1. Email ςDomainaccounts must be  approved by the firm and surveilled and archived through our 3rd party vendor Global Relay.
2. Website ςDomain accounts must be approved. Preferred 3rd party vendors include FMG Suites, Emerald as well as in-house created 

websites. 
3. Social Media PlatformsςAll business related social media platforms must be submitted the compliance Department for review and 

approval. Current approved social media platforms include Facebook, LinkedIn, Twitter and YouTube.
4. Business Cards and StationeryςAll business cards, letterhead and stationery must be submitted for review and approval to ensure 

the proper disclosure language is included.
5. Text Messaging ς!ƴȅ ōǳǎƛƴŜǎǎ ǊŜƭŀǘŜŘ ǘŜȄǘ ƳŜǎǎŀƎƛƴƎ ǊŜǉǳƛǊŜǎ ǘƘŜ ǳǎŜ ƻŦ ǘƘŜ ŦƛǊƳΩǎ ǘŜȄǘ ƳŜǎǎŀƎƛƴƎ ǎǳǊǾŜƛƭƭŀƴŎŜ ŀƴŘ ŀǊŎƘƛǾƛƴƎ 

application, TeleMessage. Although this application is not currently required, it is highly recommended as a Best Practice.. If the firm 
discovers that an advisor has text messaged clients and/or prospects regarding business related content, we will require their use of 
the TeleMessageapplication.

6. Traditional CorrespondenceςThis include handwritten and typed physical letters delivered to the client/prospect. Each calendar 
ǉǳŀǊǘŜǊΣ ȅƻǳ ŀǊŜ ǊŜǉǳƛǊŜŘ ǘƻ ǳǇƭƻŀŘ ƛƴǘƻ ǘƘŜ άaȅ /ƻƳǇƭƛŀƴŎŜ hŦŦƛŎŜέ όa/hύ ǘƻƻƭ ǘƘǊƻǳƎƘ ǘƘŜ YƻǾŀŎƪ Lƴ-Touch system, all written 
correspondence delivered to the clients. If no client correspondence was delivered during the respective quartered you are still
required to attest through MCO that no correspondence was delivered during the respective calendar quarter.

+3)ȭÓ !ÐÐÌÉÃÁÔÉÏÎ ÏÆ &).2! 2ÕÌÅ ΨΨΧΦ



7. AdvertisingςFINRA and SEC updates including new client testimonial rules
8. FINRA Review LettersςThe firm may submit to the FINRA Advertising Regulation Department, advertising that advisors submit for 

approval depending on the content submitted. 
9. Radio ProgramsςAll radio advertisements and programs must be submitted to compliance for review and approval. Very specific 

disclosure language must be included with radio programs. Upon the production and/or transmission of the radio program, the 
advisor must provide a audio file of the program to the Compliance Department for our books and records requirement.

10. Educational Seminars ςAll content of the seminar must be submitted for review and approval. Also required are any invitations to the 
seminar, a list of invitees and a list of all attendees of the seminar. 

11. Public Appearances and Quotations in Media OutletsςAll public appearances and interviews must be disclosed to the firm. If being 
interviewed or quoited by a media outlet, you must provide list of questions and proposed  responses to the interview/quote.

12. Marketing Expense ReimbursementςIf you receive any financial assistance from a third party for your marketing campaign, you must 
submit the Kovack Marketing Expense Reimbursement Form. Please note all marketing assistance must be on a reimbursement 
process only.

13. DesignationsςAny designations used with the public will require confirmation of its attainment and current standing of the 
designation. Only approved designations may be used.

+3)ȭÓ !ÐÐÌÉÃÁÔÉÏÎ ÏÆ &).2! 2ÕÌÅ ΨΨΧΦ #ÏÎÔÉÎÕÅÄ



άŀƴȅ ŘƛǊŜŎǘ ƻǊ ƛƴŘƛǊŜŎǘ ŎƻƳƳǳƴƛŎŀǘƛƻƴ ŀƴ ƛƴǾŜǎǘƳŜƴǘ ŀŘǾƛǎŜǊ 
makes to more than one person, or to one or more persons if 
the communication includes hypothetical performance, that 
ƻŦŦŜǊǎ ǘƘŜ ƛƴǾŜǎǘƳŜƴǘ ŀŘǾƛǎŜǊΩǎ ƛƴǾŜǎǘƳŜƴǘ ŀŘǾƛǎƻǊȅ ǎŜǊǾƛŎŜǎ 
with regard to securities to prospective clients or investors in 
a private fund advised by the investment adviser or offers 
new investment advisory services with regard to securities to 
ŎǳǊǊŜƴǘ ŎƭƛŜƴǘǎέ

What is Considered Advertisement Under New SEC Rule?

άŀƴȅ ŜƴŘƻǊǎŜƳŜƴǘ ƻǊ ǘŜǎǘƛƳƻƴƛŀƭ ŦƻǊ ǿƘƛŎƘ ŀƴ ƛƴǾŜǎǘƳŜƴǘ 
ŀŘǾƛǎŜǊ ǇǊƻǾƛŘŜǎ ŎƻƳǇŜƴǎŀǘƛƻƴΣ ŘƛǊŜŎǘƭȅ ƻǊ ƛƴŘƛǊŜŎǘƭȅΣέ



ADVISORS MAY NOT:
1. Include any untrue statement of a material fact, or omit to state a material fact necessary in order to make the statement made, in the 

light of the circumstances under which it was made, not misleading.
2. Include a material statement of fact that the adviser does not have a reasonable basis for believing it will be able to substantiate upon 

demand by the SEC.
3. Include information that would reasonably be likely to cause an untrue or misleading implication or inference to be drawn concerning 

a material fact relating to the investment adviser.
4. 5ƛǎŎǳǎǎ ŀƴȅ ǇƻǘŜƴǘƛŀƭ ōŜƴŜŦƛǘǎ ǘƻ ŎƭƛŜƴǘǎ ƻǊ ƛƴǾŜǎǘƻǊǎ ŎƻƴƴŜŎǘŜŘ ǿƛǘƘ ƻǊ ǊŜǎǳƭǘƛƴƎ ŦǊƻƳ ǘƘŜ ƛƴǾŜǎǘƳŜƴǘ ŀŘǾƛǎŜǊΩǎ ǎŜǊǾƛŎŜǎ ƻǊ methods of 

operation without providing fair and balanced treatment of any material risks or material limitations associated with the potential 
benefits.

5. Include a reference to specific investment advice provided by the investment adviser where such investment advice is not presented 
in a manner that is fair and balanced.

6. Or exclude performance results, or present performance time periods, in a manner that is not fair and balanced.
7. Otherwise be materially misleading.

SEC 7 General Prohibitions



Example #1: A graph showing best and worst performers over a set period of time, shown in equal size, would be a fair and balanced 
approach to discuss past recommendation.

Example #2: A proposal of securities selected based on their weight or size in the portfolio. Advisors may not generate a list of securities 
selected based on their performance.

Example #3: A presentation performance for a two-month period or over inconsistent periods of extraordinary performance with only a 
footnote disclosure of unusual circumstances that contributed to the results could be considered misleading.

Example #4: Providing the necessary disclosures on a marketing piece, but they are in an unreadable font, the advertisement would be 
considered materially misleading by the SEC.

Examples of Full, Fair and Balanced Representations



When considering transitioning a client to advisory or opening a new advisory account:

Å An advisory account should only be recommended when the client will benefit from ongoing advisory services.

Å Buy and hold strategies will be generally better suited for brokerage/direct business. 

Å Before recommending an advisory account carefully consider all account options available to client. It is important that the fee and the 
ŀŎŎƻǳƴǘ ǘȅǇŜ ƛǎ ŎƻƴǎƛǎǘŜƴǘ ǿƛǘƘ ǘƘŜ ŎƭƛŜƴǘΩǎ ƴŜŜŘǎΣ ƻōƧŜŎǘƛǾŜǎ ŀƴŘ ǘǊŀŘƛƴƎ ǎǘǊŀǘŜƎȅΦ

Å If recommending a rollover, make sure the rollover disclosure form is completed and that information from the previous plan has been 
documented. If this information is not provided ςmake sure to document attempts made to obtain it. 

Å Y!LΩǎ ŀŎŎƻǳƴǘ ƳƛƴƛƳǳƳ ƛǎ ϷрлΣллл ǳƴƭŜǎǎ ǘƘŜ ŀŎŎƻǳƴǘ ōŜƛƴƎ ƻǇŜƴŜŘ ƛǎ ǇŀǊǘ ƻŦ ŀ ƘƻǳǎŜƘƻƭŘ όǘƘŜ ŀŎŎƻǳƴǘ ƘƻǳǎŜƘƻƭŘ Ƙŀǎ ǘƻ ōŜ Ƴŀƴŀged
by the same advisor). 

Å Accounts already opened whose market value is below $10,000 will not be billed, however as there is and advisory agreement inplace 
the advisor must continue to manage the account.

Advisory Reminders



Å KAI currently has three types of rep directed advisory accounts available please make sure that the account type selected is the option 
ǘƘŀǘ Ƴƻǎǘ ŀŎŎǳǊŀǘŜƭȅ ǊŜŦƭŜŎǘ ȅƻǳǊ ŎƭƛŜƴǘΩǎ ōŜǎǘ ƛƴǘŜǊŜǎǘ ŎƻƴǎƛŘŜǊƛƴƎ ǘƘŜ ŀŎŎƻǳƴǘ ǎƛȊŜΣ ŜȄǇŜŎǘŜŘ ǘǊŀŘƛƴƎ ǎǘǊŀǘŜƎȅ ŀƴŘ ƻǾŜǊŀƭƭ cliŜƴǘΩǎ 
objectives.

Å The negotiated fee must be reasonable, given the account size and scope of work. 

Advisor Directed Accounts



Advisor Directed Account Types

Asset Based ABP % is charged on total assets 

under management. 

No transactional cost to 

clients/FA

2.5% Maximum fee

Transaction Based Pricing FA 

TBFA
% is charged on total assets / 

transactional costs not 

included (19.50) per trade

Transaction costs paid by FA2.0% Maximum Fee

Transaction Based Client TBC % is charged on total assets 

transactional cost not 

included (19.50) per trade

Transaction cost paid by 

client

2.5% Maximum fee



1. Moving from Commissions to KAIwill review past account activity in the account being transferred and, in some instances, reimburse 

commissions paid, currently KAI has the following policies.

a) Lookbacks on commissions and Loads

Å 90-day lookback on equities & fixed incomeςAnycommissions paid by client for the 90-day period prior to the request will be 

reimbursed.

Å 3 year look back on mutual funds sales loadsςKAIwill review sales loads paid by client and a prorate reimbursement will be 

done.

Å CDSC chargesςAny CDSC charges paid by client as a result of a sale in an advisory account will be reimbursed.If proceeds of the 

sales of a mutual fund are being transferred to an advisory account and as a result of such sale, a CDSC was charged. CDCS will 

be reimbursed to client. 

b)  Journaling positions

Å KAI will not approve journals for commission based REITS, structured products. 

Å ²ƘŜƴ ǘǊŀƴǎŦŜǊǊƛƴƎ ǇŜƴƴȅ ǎǘƻŎƪǎΣ ǇƭŜŀǎŜ ƳŀƪŜ ǎǳǊŜ ǘƘŀǘ ǘƘŜ Ǉƻǎƛǘƛƻƴ ōŜƛƴƎ ǘǊŀƴǎŦŜǊǊŜŘ ƛǎ ŎƻƴǎƛǎǘŜƴǘ ǿƛǘƘ ǘƘŜ ŎƭƛŜƴǘΩǎ Ǌƛǎƪ 

tolerance, required documents are on file and that ongoing advice is being provided to client. KAI in some instances will reject

such transfers or remove from billing if deemed necessary.

Asset Transition to Advisory



c) ACATS to Advisory Accounts

Å Accounts services will review positions being transferred in, and KAI will reach out or remove from billing commissionable 

structured products, REITS and UITS if deemed necessary.

Ongoing Account Monitoring: AsŦƛŘǳŎƛŀǊƛŜǎΣ ȅƻǳ ŀǊŜ ǊŜǉǳƛǊŜŘ ǘƻ ǳǇŘŀǘŜ ŀŎŎƻǳƴǘǎ ǿƘŜƴ ƴŜŎŜǎǎŀǊȅΣ άLn relationships where an investment 

ŀŘǾƛǎŜǊ ǊŜŎŜƛǾŜǎ ǇŜǊƛƻŘƛŎ ŎƻƳǇŜƴǎŀǘƛƻƴ ŦƻǊ ǇǊƻǾƛŘƛƴƎ ƛƴǾŜǎǘƳŜƴǘ ǎŜǊǾƛŎŜǎΣ ǘƘŜ ƛƴǾŜǎǘƳŜƴǘ ŀŘǾƛǎŜǊΩǎ Řǳǘȅ ǘƻ ǇǊƻǾƛŘŜ ŀŘǾƛŎŜ ŀƴŘmonitoring 

ǿƛƭƭ ōŜ ŜȄǘŜƴǎƛǾŜ ŀƴŘ ƻƴƎƻƛƴƎΣ ǊŜƎŀǊŘƭŜǎǎ ƻŦ ǿƘŜǘƘŜǊ ǘƘŜ ŎƭƛŜƴǘ ƛǎ ŀŎǘƛǾŜƭȅ ǘǊŀŘƛƴƎέΦ

Y!L ǿƛƭƭ ŎƻƴǘƛƴǳŜ ƳƻƴƛǘƻǊƛƴƎ ŀŎŎƻǳƴǘǎ ŦƻǊ ƛƴŀŎǘƛǾƛǘȅΣ ŀǎǎŜǘ ŎƻƴŎŜƴǘǊŀǘƛƻƴΣ ŘǊƛŦǘ ŦǊƻƳ ŀŎŎƻǳƴǘΩǎ ŘƻŎǳƳŜƴǘŜŘ ƻōƧŜŎǘƛǾŜǎ ŀƴŘ 

implementing/updating already established policies.

Asset Transition to Advisory



COMPLIANCE

Melinda Wolfe ςExecutive Vice President & Chief Compliance Officer
Rick Slavik ςSenior Vice President of Supervision & Chief Compliance 
Officer Advisory



Ben Weinstock
Vice President of New Business

Pamela Boodhoo
New Accounts Principal

Michelle Castrillon
New Accounts Principal

Compliance Staff & Responsibilities
Principal Review Team ςReviews and approves all accounts and product transactions. Works with you to help resolve 
bLDhΩǎ ŀƴŘ ŀƭƭ ƻǘƘŜǊ ǇǊƻŘǳŎǘ ǘǊŀƴǎŀŎǘƛƻƴ ǊŜƭŀǘŜŘ ƛǘŜƳǎΦ 



Melinda Wolfe

Overall supervision of the Compliance 
Department and team.

Executive Vice President & Chief 
Compliance Officer

Rick Slavik

Overall supervision of the branch 
offices and advisors.

Senior Vice President of Supervision 
(OSJ Principal) & Chief Compliance 
Officer for Kovack Advisors, Inc.

Amy Towle

All legal and regulatory related 
matters.

General Counsel

Compliance Staff & Responsibilities


