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Kovack Financial Virtual

 Kovack Financial Virtual Conference

* Impact Monday

« Technology Tuesday
» Advisory Wednesday
« Compliance Thursday



New Staff Updates

Rick Slavik CCO Kovack Advisors; SVP Kovack Securities
Teresa Herrera Cashiering

Lillan Perez Account Services

ElizabethMerla- Commissions

Laurel Miller- Compliance

Lauren Gilbert New Accounts

Chris Yarosh VP Practice Management
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Current Events

« COVIB-19
« Operational Update
- Staff & Rep’ s
« Remote Work Policy
« Kovack Financial Business Growth
 Trailing Twelve Months
« 10,000 New Accounts; $1.35B
* 60% Brokerage; 40% Direct Business
* Brokerage: 73% Fee Based; 27/% Commission
* Technology
* Docupace, Risk Pro, eSignature and Cashiering
Tools
« Regulation

* Reg Bl Contoso



Docupace Workflow & |

New Account Submission
* Forms Bundling

« Smart Form Validation
Document Imaging
Electronic Signature
Request Monitoring
NIGO Notification




SEC Best Interest Rule

« Upgrades the Conduct Standard from a Suitability Standard to
a Fiduciary or Best Interest Standard.
« Effective date was June 802020.
* Best Interest Obligation
« Broker shall act in the best interest of the customer at the
time a recommendation is given. Must meet all of the
following obligations to comply:
* Four Obligations: Disclosure, Care, Conflict of Interest and
Compliance
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SEC Best Interest Solutions

« Docupace Tracker Bl
 Official record of Form CRS Delivery
« Records date, time and method of Form CRS Delivery to
Clients
 Email Delivery
* Mail Delivery

* Risk Pro
« Required to comply with the Care Obligation of Reg BI.
e “recommendation I s 1 n the <cl.

Into account their investment profile and risk
t ol erance”
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SEC Best Interest Forms

Form CRS

* Required to be provided to the client at or prior to a recommendation.
 Form CRS can be provided electronically, by mail or personally provided.

Risk Profile Form/IMA
* Provides a Risk Tolerance for every client account in Risk Pro.

Recommendation Summary
* Provides the summary of Best Interest for a Recommendation.

Qualified Plan Rollover Disclosure
* Required to comply with the Care Obligation

Reg Bl Disclosure Documents
* Required to comply with the Disclosure Obligation

Contoso



OneYear Review

Current FINRA Audit: All Re
Form CRS Delivery
Recommendation Best Inte
Qualified Plan Rollover
Continuing Education
WS P’ s

Form CRS Compliane&5%
* Reviewin@ALL New Account Submiss
» Considering solutions for necompl




Risk Pro

Measures Risk of Individual Positions in client accounts

Veri fi es I f client’s 1T nvest ments ar e
Risk Tolerance Questionnaire

Hypothetical Portfolio Risk Analysis

SEC Best Interest Rule Care Obligation
 Have a reasonable basis to believe that a recommendation is in the best interest of a
particular retail customer based on the cu
potential risks, rewards, and costs associated with the recommendation.
e The definition of “retail customer i nvestm
other investments, financial situation and needs, tax status, investment objectives,
Investment experience, investment time horizon, liquidity needs and risk tolerance.
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KAI Platform

* Envestnet System Features

 Financial Planning

* Performance Reporting

« Compliance Monitoring

e Data Analytics

* Billing and Reconciliation
Manager Research




KSI Insurance Services

« 15+ Field Marketing Organizations
* Fixed Annuities

* Equity Indexed Annuities

» Life Insurance

 Long Term Care

* Life Settlements

Contact Chris Yaroglyarosh@kovacksecurities.cam (954) 8473648
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Fraud Watch

Brokerage logns for sale on t

|dentity Theft

Phishing Emaills
Fraudsters con

and they need money wired to a ul
Client Email HackClient email was h
emailed Kovack Rep to change ACH S
speak to the client and sent to Kovack O
ACH was update the fraudster successful|
out of client account.
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Best Practices

* Always talk to your client if they request a withdrawal from
their account or send instructions to add or modify
standing instructions.

* Never open a suspicious email link or attachment

* Question Client Withdrawals

« KSI/KAI Cyber Security Policy

Contoso



+* BNY MELLON | PERSHING

Login

PRIVACY STATEMENT DISCLOSURES * BANK CUSTODY DISCLOSURES = COPYRIGHT/TERMS OF USE BEST EXECUTION SITE SECURITY

EMAIL ENCRYPTION SYSTEMS REQUIREMENTS KEEP YOUR ACCOUNT SAFE

Email Encryption

Email Encryption

Protect Yourself from Email Scams (e.g. Phishing)

You may have experienced or read about recent incidents of unsolicited email messages masquerading as legitimate companies, attempting to solicit recipients into divulging personal and financial
information. These "phishing" (also called "brand spoofing") emails may send you to web sites pretending to be legitimate companies or government agencies that ask for your personal and financial
information. At no time do we request personal or financial information by sending out unsolicited emails. As a good practice, we advise our clients to NOT send personal identification numbers,
account passwords or any other confidential information by email, since email should not be considered a secure method of communication.

»* BNY MELLON Insights Solutions About Us Careers Q Investor Relations  Client Access -

Five Digital
Technologies for

Fighting Fraud
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Accounts & Trade

Home » Security »

1% Security Overview

HOW WE PROTECT YOU

Customer Protection
Guarantee

Our Security
Measures

Fidelity MyVoice

2-Factor
Authentication

Extra Login Security

Fidelity Access
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Accounts & Trade

Planning & Advice MNews & Research Investment Products Why Fidelity
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L ook Out for Suspicious Emails

Don't get tnicked into revealing your personal information.

What i1s phishing?

Cyber criminals try to gain your personal information via numerous deceptive means such as legitimate-looking emails
with fake web links, phone numbers, and attachments. This method of email fraud is called phishing.

Avoid opening links or attachments in an email you are not expecting. Phishing emails will often ask you for personal
information in an effort to obtain access to your financial assets and identity. Responding with sensitive information
(like account numbers, passwords, or Social Security numbers) is never a good idea.

Planning & Advice News & Research Investment Products Why Fidelity

Home » Fidelity Viewpoints » Personal Finance » @ Print ¥ Email @ Share AAA

Prevent D theft: Avoid financial scams

Follow best practices for safeguarding information to avoid scams.
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Things to Come

Automated Processing

Docupacestart

* The future of Forms Popula

* The Future of No Forms

DOL- Rollover Rules 12/21/202

* Focus on 401K Rollover Best

Cyber Security Systentntrada

Account Updates

2022 Kovack Financial Conference

« October 24 -26" @ Ritz Carlton in O
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